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Unit 3

How to implement 
Consent Mode v2
The most important aspect of formulating a strategy is having clear parameters, 
which is what this unit is all about. In it, you’ll learn about the famed Consent 
Mode parameters and the implementation of default settings. You’ll also find out 
how to activate v2 in Usercentrics and Cookiebot, and how to test that it is 
working properly and seamlessly. Do you feel prepared to master the inner 
workings of Consent Mode v2? You absolutely should.

Module 1: The Consent Mode parameters
 

 ad_storage: 
 analytics_storage:

 ad_user_data:

 ad_personalization:



Consent Mode collects consents for specific categories or purposes of data 
processing. Each category has a "consent parameter" which are

To enable or disable cookies or other identifiers for advertising
 To enable or disable cookies or other identifiers for 

analytics
 Sets consent for sending user data to Google for advertising 

purposes. "User data'' means information like email addresses, phone 
numbers, etc. Introduced with v2

 Sets consent for personalized advertising. Introduced 
with v2

Each parameter is either set to "granted", meaning enabled or activated, or 
"denied", meaning disabled or deactivated.

Module 2: Implementation of default status
 Before activating Consent Mode V2, you’ll want to implement a default status. Consider it 

your back-up plan if no consent is given, especially when implementing “Advanced Mode”:
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<script>

     .dataLayer = .dataLayer || [];

    function () {

        dataLayer. ( );

    }

     (" ", " ", {

        ad_personalization: " ",

        ad_storage: " ",

        ad_user_data: " ",

        analytics_storage: " ",

        wait_for_update: 
    });

     (" ", " ", true);

     (" ", " ", true);

</script>


window window
gtag

push arguments

gtag consent default
denied

denied
denied

denied
2000


gtag set ads_data_redaction
gtag set url_passthrough

 Note: 





The script needs to be loaded before the CMP,  Google Tag Manager, and other 
tracking scripts
For the Cookiebot CMP, it's also important to add this parameter to the script tag: data-
cookieconsent="ignore
If you have implemented your CMP through Google Tag Manager, you can also set these 
default values via your CookiebotTM or Usercentrics Tags:

 



Set the default state for each parameter as needed. You can also apply a different default 
status for users from a specific geographical region by specifying the region code together 
with the default status
If you do this implementation through Google Tag Manager, you don’t need to add the code 
block from the beginning of this video.
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Module 3: Activating Consent Mode V2 in 
Usercentrics and Cookiebot™
 For Usercentrics CMP

 Login to the Usercentrics Admin Porta
 Open your Setting-I
 Click on "Configuration" and "CMP Settings
 Enable the "Google Consent Mode"  Toggle:

 Publish the change by clicking the "Publish"  button

 For Cookiebot CMP
 If you have implemented the Cookiebot script directly on your website, Consent Mode 

should be enabled by default
 If you have implemented Cookiebot™ via Google Tag Manager, make sure that this 

checkbox is selected
 For both CMPs, the Consent Mode signal will be automatically sent as soon as the 

Google Services have been added. For Cookiebot, it’s automatically after the website 
scan, for Usercentrics, it’s via the DPS database. In the Usercentrics CMP, you can also 
use “Custom Services” instead of the default ones to send Consent Mode signals by 
adding a small script to your website. Custom Services are data processing services with 
your own texts that are not from the Usercentrics database.
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 You don’t need to make any changes to your tags in Google Tag Manager, but make sure 
that they are set to the “Not set” or “No additional consent required” default.

Module 4: How to check if Consent Mode V2 is 
working properly
 First option is to use the Google Tag Manager Preview. Select the event that is used to 

trigger your tag in the sidebar and check the "Consent" tab.

 Second option is to check the Data Layer. To do this, open your browser’s Developer Tools 
and click on "Console." Enter "dataLayer" into the console and press the Enter key. You 
should see several "consent" events, one for the default status and at least one more for the 
update after the CMP interaction:

 You should also always check that no cookies are set without user consent!
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Looking for extra 
support?
Navigating marketing privacy compliance practices for your 
business doesn’t have to be a solo adventure. Explore the 
wealth of resources available at Usercentrics and Cookiebot™ 
websites to master the inner workings of Google Consent Mode 
V2 and future-proof your consent management strategies. 
Remember: with the right tools, compliance isn’t just a 
requirement—it’s an opportunity.

Learn more on our website

https://www.cookiebot.com/

